
Name of the Course Server and Internet Security Administrator 

Course Outline  Security Concepts 
 Security Threats and vulnerabilities 
 Security Management Practices 
 Access Control and Intrusion Detection 
 Server Management and Firewalls 
 Security for VPN and Next Generation Networks 
 Security Architectures and Models 
 Application Security 
 Operating System Security 
 Server Hardening 

Course Objective Upon Completion the Course Participants should  be able- 
1) To Learn about Security Concept, Security 
2) To gain the skills about Threats and vulnerabilities 
3) To achieve the ability to manage or control those 

Security Threats and vulnerabilities 
4) To make an Eligible for Application Data & Host 

Security & Server Security 
Student Evaluation 
Criteria 

Mid Term Evaluation = 45 
Theory =20 
Practical =25 
Final Evaluation =45 
Theory =20 
Practical =25 
Attendance = 10 
Total = 100  
Passing score =60 

 


